2015 CYBER RISK

Survey Methodology

m Research carried out by RedC
= Sample of 200 IT decision makers Y
. . . . ° 9
= Quotas were used to get a representative cross section of Irish businesses: e .
o @ &,
» turnover & employee numbers ° ®
» 30% financial and business services sector
» 30% wholesale and retail sector

o . . . X
» 40% communications, manufacturing and production, construction, «® © 888°
transport and agricultural and fisheries sectors ¢

Board Engagement
70% of boards have considered cyber risk

:40%

Know their legal obligations

Preparedness Awareness Impact
46% feel at 27%
least somewhat feel very ...‘...‘.. 90% impact
10% no impact
27% feel oo imps
not at all Only 1in 10 are aware . .
prepared of being attacked Business & Reputation
Legal Obligations Written Policy Risk Assessment

35% written policy

65% no written Policy

Only 55% have done a cyber security
attack risk assessment

AND only 17% documented that risk assessment

Staff Training

24% train
some staff

Only 16% provide
training to allstaff

2

A 60% provide no training

Cyber Officer/Team
0940

Almost 50% do not have a
Cyber Officer/Team

Service Providers

L=

Less than 509% know their service providers’
cyber security policies
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KEY CONTACTS

For further information or to learn more about how we can help you please
contact one of our Cyber Risk Partners below:

John Whelan ‘ John Cahir

Partner, San Francisco R% Partner; Dublin

T: +1415 767 5260 \ T: +3531649 2943

E: jwhelan@algoodbody.com \ E: jcahir @algoodbody.com

Claire Morrissey Mark Rasdale

Partner, Dublin Partner, Dublin

T:+3531649 2246 ) T:+3531649 2300

E: cmorrissey @algoodbody.com / E: mrasdale @algoodbody.com
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